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The IRS is presenting a live webinar offering 1 continuing education credit, discussing:

▪ Improved access to IRS online services

▪ What this means for e-Services users

▪ IRS’s new identity verification and authentication platform

▪ Registration overview

▪ Key takeaways

▪ Plus, a live Q&A

When: Tuesday, July 19, 2022 @ 2:00 pm Eastern

IRS warns taxpayers of "Dirty Dozen" tax scams for 2022

Compiled annually, the Dirty Dozen lists a variety of common scams that taxpayers can encounter

anytime. The IRS warns taxpayers, tax professionals and financial institutions to beware of these

scams. This year’s Dirty Dozen list is divided into five groups.

Potentially abusive arrangements - The 2022 Dirty Dozen begins with four abusive transactions that

are wrongfully promoted and will likely attract additional IRS compliance efforts in the future.

▪ charitable remainder annuity trusts,

▪ Maltese individual retirement arrangements,

▪ foreign captive insurance, and

▪ monetized installment sales.
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Pandemic-related scams - This IRS reminds taxpayers that criminals still use the COVID-19

pandemic to steal people's money and identity with phishing emails, social media posts, phone

calls, and text messages. Be on the lookout for

▪ Economic Impact Payment and tax refund scams,

▪ unemployment fraud leading to inaccurate taxpayer 1099-Gs,

▪ fake employment offers on social media, and

▪ fake charities that steal taxpayers’ money.

Offer in Compromise "mills" - Offer in Compromise or OIC "mills," make outlandish claims, usually in

local advertising, about how they can settle a person's tax debt for pennies on the dollar. Often, the

reality is that taxpayers pay the OIC mill a fee to get the same deal they could have gotten on their

own by working directly with the IRS.

Suspicious communications - Every form of suspicious communication is designed to trick,

surprise, or scare someone into responding before thinking. Criminals use a variety of

communications to trick victims into providing personal information that can be used to file false

tax returns and tap into financial accounts. lure potential victims. You should lookout for suspicious

communications via email, social media, telephone and text messages.

Spear phishing attacks - Spear phishing scams target individuals or groups. Criminals try to steal

client data and tax preparers' identities to file fraudulent tax returns for refunds. Spear phishing can

be tailored to attack any type of business or organization, so everyone needs to be skeptical of

emails requesting financial or personal information.

A recent spear phishing email used the IRS logo and a variety of subject lines such as "Action

Required: Your account has now been put on hold” to steal tax professionals’ software preparation

credentials.

Non Profit Organizations

This material is not comprehensive, is for informational purposes only, and is not legal advice. Your use or receipt

of this material does not create an attorney-client relationship between us. If you require legal advice, you should

consult an attorney regarding your particular circumstances. The choice of a lawyer is an important decision and

should not be based solely upon advertisements. This material may be “Attorney Advertising” under the ethics and

professional rules of certain jurisdictions. For advertising purposes, St. Louis, Missouri, is designated BCLP’s

principal office and Kathrine Dixon (kathrine.dixon@bclplaw.com) as the responsible attorney.
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https://www.irs.gov/newsroom/irs-continues-with-dirty-dozen-this-week-urging-taxpayers-to-continue-watching-out-for-pandemic-related-scams-including-theft-of-benefits-and-bogus-social-media-posts
https://www.irs.gov/newsroom/dirty-dozen-irs-urges-anyone-having-trouble-paying-their-taxes-to-avoid-anyone-claiming-they-can-settle-tax-debt-for-pennies-on-the-dollar-known-as-oic-mills
https://www.irs.gov/newsroom/dirty-dozen-scammers-use-every-trick-in-their-communication-arsenal-to-steal-your-identity-personal-financial-information-money-and-more
https://www.irs.gov/newsroom/dirty-dozen-irs-security-summit-reiterate-recent-warning-to-tax-professionals-and-other-businesses-of-dangerous-spear-phishing-attacks
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