
Although financial institutions, health care providers, and websites directed to children are required

to create consumer privacy policies under federal law, other types of websites are not.  In 2003,

California became the first state to impose a general requirement that most websites post a

privacy policy.  Under the California Online Privacy Protection Act (“CalOPPA”), all websites that

collect personal information about state residents must post an online privacy policy if the

information is collected for the purpose of providing goods or services for personal, family, or

household purposes.  Since the passage of the CalOPPA, most websites that collect information –

whether or not they are directed at California residents or are otherwise subject to the CalOPPA –

have chosen to post an online privacy policy.

What to think about when drafting or reviewing a privacy policy:

1. Is your organization subject to a federal law that requires that a privacy policy take a particular

form, or include particular information?

2. Does the privacy policy describe the main ways in which your organization collects information?

3. Does the privacy policy describe the ways in which your organization shares information with

third parties?

4. Does the privacy policy discuss data security? If so, is the level of security indicated appropriate?

5. Would the privacy policy interfere with a possible merger, acquisition, or sale of your

organization’s assets?

6. Would the privacy policy interfere with future ways in which your organization may want to

monetize data?

7. Does the privacy policy use terms that might be misunderstood or misinterpreted by a regulator

or a plaintiff’s attorney?
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8. Does the privacy policy comply with the laws in each jurisdiction in which your organization is

subject (g.,CalOPPA)?

9. Should the privacy policy only govern information collected via your organization’s website, or all

information collected by your organization?

10. Does the privacy policy appropriately disclose and discuss network marketing and behavioral

advertising?

11. Does the privacy policy need to discuss the tracking that your organization may conduct of its

clients or website visitors?

12. Could the privacy policy be understood by the average person?

13. Can the privacy policy be easily viewed on a smartphone or a mobile device?

14. Does the policy provide information to users concerning how they can contact your organization

about privacy related questions or complaints?

15. Does the policy discuss what information may be modified or changed by a user?

MEET THE TEAM

This material is not comprehensive, is for informational purposes only, and is not legal advice. Your use or receipt

of this material does not create an attorney-client relationship between us. If you require legal advice, you should

consult an attorney regarding your particular circumstances. The choice of a lawyer is an important decision and

should not be based solely upon advertisements. This material may be “Attorney Advertising” under the ethics

and professional rules of certain jurisdictions. For advertising purposes, St. Louis, Missouri, is designated BCLP’s

principal office and Kathrine Dixon (kathrine.dixon@bclplaw.com) as the responsible attorney.
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