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BCLP DATA BREACH HOTLINE

RELATED INSIGHTS

Insights

Feb 06, 2025

Information Commissioner's open letter to the UK Prime Minister - Key Takeaways

OVERVIEW

Hackers don't stop working at 5:00... and neither do we.

Data breaches can and do occur at any time, day or night.

When a security breach occurs, preventing liability often means analyzing facts, identifying legal

obligations, and taking steps to prevent or mitigate harm within the first minutes and hours of

becoming aware of a breach.

That's why a lawyer from our global Data Privacy and Security Practice is on-call for clients

whenever and wherever a breach occurs: 24 hours a day, 7 days a week.

Call an attorney on one of the following numbers:

BCLP DATA BREACH HOTLINE

+1 202 508 6136 (international)

+1 844 8BREACH (844-827-3224 toll free — US only)

+44 20 3400 4483 (UK)

For more information about the BCLP Data Breach Hotline or the Data Privacy and Security

Practice, please contact any of the following attorneys:

▪ Christian Auty, Chicago +1 312 602 5144 christian.auty@bclplaw.com

▪ Geraldine Scali, London +44 20 3400 4483 geraldine.scali@bclplaw.com

▪ Amy de La Lama, Boulder +1 303 417 8535 amy.delalama@bclplaw.com

▪ Goli Mahdavi, San Francisco +1 415 675 3448 goli.mahdavi@bclplaw.com
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On 16 January 2025, in an open statement and letter, the UK Information Commissioner, John Edwards,

responded to the December 2024 letter from the UK Prime Minister, the Chancellor, and the Business Secretary. He

set out the ICO25 strategic plan and highlighted a few interesting points. The plan confirms that responsible

innovation and sustainable economic growth are core strategic objectives for the data protection regulator.

Additionally, the importance of data protection and information rights are noted as essential building blocks for

the ICO’s strategic plans, as they ensure public trust and consumer confidence alongside offering businesses

security and certainty upon which to build for the future.

Insights

Jan 14, 2025

EMEA- Data Privacy, Digital and AI Round Up 2024/2025

As expected in the data privacy and digital space, 2024 shaped up to be a year full of guidance, consultations,

regulatory focus areas and legislative updates. Artificial Intelligence (AI) remained a hot topic with advertising

technology (AdTech) closely following its heels. With the blizzard of global data protection developments

continuing unabated in 2024 with no doubt more to come in 2025, it is a good moment to look back at what 2024

held for businesses as well as to consider what 2025 may hold in the EMEA region.

Insights

Dec 19, 2024

Out with the old and in with the new- The Data (Use and Access) Bill

On 23 October 2024, the Data (Use and Access) Bill (the “DUAB”) was introduced to Parliament. The DUAB is the

Labour government’s answer to the perceived shortfalls of the since-abandoned Data Protection and Digital

Information Bill (the “DPDI” Bill).
We unpack below the elements from the DPDI Bill that were abandoned, those

retained, and the newly added ones introduced by the DUAB.


